**Трискладовий тест**

**набору даних «Реєстр декларацій відповідності матеріально-технічної бази вимогам законодавства з питань охорони праці»**

|  |  |  |
| --- | --- | --- |
| № п/п | Етапи покрокового алгоритму | Відповідь, обґрунтування |
| 1 | Розпорядник та відповідальна особа | Держпраці,  відповідальні особи міжрегіональних територіальних органів Держпраці |
| 2 | Запитувач інформації | Портал відкритих даних |
| 3.1 | Яка інформація запитується? | Інформація щодо декларацій відповідності матеріально-технічної бази вимогам законодавства з питань охорони праці |
| 3.2 | До якого виду інформації з обмеженим доступом відноситься запитувана інформація (конфіденційна, службова, таємна)? | Не відноситься до таємної або конфіденційної інформації та до інформації з обмеженим доступом |
| 4 | У чому полягає правомірний інтерес для обмеження доступу? | Відкрита інформація щодо найменування та адреси місцезнаходження, що набули право на виконання робіт підвищеної небезпеки та експлуатацію (застосування) машин, механізмів та устаткування підвищеної небезпеки на підставі декларації відповідності матеріально-технічної бази вимогам законодавства з охорони праці та об’єктів на яких виконуються такі роботи або експлуатуються такі машини, може бути використана ворогом. |
| 5 | Яка істотна шкода може бути завдана правомірному інтересу? | У разі опублікування інформації про суб’єктів господарювання, що зареєстрували декларацію відповідності матеріально-технічної бази вимогам законодавства з питань охорони праці (найменування, місцезнаходження суб’єктів господарювання та адреси місця виконання робіт або експлуатації (застосування) машин, механізмів. устатковання підвищеної небезпеки), ворог може використати цю інформацію для диверсій, терористичних атак тощо, що в свою чергу може призвести до знищення, пошкодження або порушення функціонування об’єктів та завдати значних матеріальних та людських втрат.  Опублікування інформації про реєстраційний номер облікової картки платника податків, який є інформацією із обмеженим доступом може завдати шкоди правам та інтересам особи. |
| 5.1 | Яка ймовірність настання шкоди внаслідок надання доступу до інформації? | Реальний шанс настання шкоди |
| 6 | Який суспільний інтерес в доступі до інформації? | Інтерес максимальної відкритості інформації, якою володіють розпорядники.  Питання наявності права проводити роботи підвищеної небезпеки та/або експлуатувати обладнання , машини, механізми підвищеної небезпеки, які впливають на життя та здоров’я працівників та оточуюче середовище. |
| 7 | Доводи на користь обмеження і надання доступу | На підставі листів Прем’єр-Міністра України з грифом «Для службового користування» від 09.05.2022 № 479/1/1-22, від 19.08.2022 № 809/2/1-22-ДСК, пункту 4 Постанови Кабінету Міністрів України від 12.03.2022 № 263 «Деякі питання забезпечення функціонування інформаційно-комунікаційних систем, електронних комунікаційних систем, публічних електронних реєстрів в умовах воєнного стану» на період дії воєнного стану, інші центральні органи виконавчої влади, державні підприємства, що належать до сфери їх управління, для забезпечення належного функціонування інформаційних, інформаційно-комунікаційних та електронних комунікаційних систем, публічних електронних реєстрів, володільцями (держателями) та/або адміністраторами яких вони є, та захисту інформації, що обробляється в них, а також захисту державних інформаційних ресурсів, можуть зупиняти, обмежувати роботу інформаційних, інформаційно-комунікаційних та електронних комунікаційних систем, а також публічних електронних реєстрів.  Згідно з рекомендаціями Міністерства цифрової трансформації України щодо переліку наборів даних які підлягають оприлюдненню у формі відкритих даних на Єдиному державному веб-порталі відкритих даних.  На період дії на всій території України правового режиму воєнного стану, розпорядники інформації можуть, відповідно до статті 6 Закону України «Про доступ до публічної інформації», тимчасово оприлюднювати набори даних які підлягають оприлюдненню у формі відкритих даних на Єдиному державному веб-порталі відкритих даних, без інформації про:  1) найменування та адреси місця розташування об’єктів критичної інфраструктури;  2) найменування та адреси місця розташування військових частин та формувань Збройних Сил України, правоохоронних органів, Служби безпеки України, розвідувальних органів України, державної спеціальної служби транспорту, Управління державної охорони України, Державної служби спеціального зв’язку та захисту інформації України, Міністерства з питань стратегічних галузей промисловості України. |
| 8 | Чи переважає шкода від надання інформації суспільний інтерес в отриманні інформації? | Враховуючи те, що:  запитувана інформація може стосуватися широкого кола осіб, що є доводом на користь переваги суспільного інтересу в розкритті;  запитувана інформація може цікавити громадських діячів, що є додатковим аргументом на користь переваги суспільного інтересу в розкритті;  імовірності настання шкоди суспільним інтересам.  Суспільний інтерес в наданні номера декларації відповідності матеріально-технічної бази вимогам законодавства з охорони праці на виконання робіт підвищеної небезпеки та експлуатацію (застосування) машин, механізмів, устаткування підвищеної небезпеки, дати її реєстрації, видів робіт підвищеної небезпеки та найменування машин, механізмів, устатковання підвищеної небезпеки декларування безпечності виконання та експлуатації яких задекларовано, переважає шкоду правомірному інтересу, яка може бути наслідком оприлюднення такої інформації.  Водночас частина відомостей, зокрема найменування та місцезнаходження суб’єктів господарювання, що зокрема виконують роботи підвищеної небезпеки та/або експлуатують (застосовують) машини, механізми, устаткування підвищеної небезпеки, напрямки діяльності (найменування видів робіт підвищеної небезпеки та/або машин, механізмів, устатковання підвищеної небезпеки), не можуть бути надані, оскільки існує істотна шкода безпеці працівникам цих підприємств, власникам та державі від їх поширення, та перевищує суспільний інтерес в доступі. Адже йдеться про відомості, які можуть бути особливо корисним ворогу для планування ним терористичних атак (ракетні обстріли тощо). |
| 9 | Висновок | Інформація щодо номера зареєстрованої декларації відповідності матеріально-технічної бази вимогам законодавства з охорони праці на виконання робіт підвищеної небезпеки та експлуатацію (застосування) машин, механізмів, устаткування підвищеної небезпеки, дати реєстрації, види робіт підвищеної небезпеки, найменування машин, механізмів, устатковання підвищеної небезпеки на виконання та експлуатацію (застосування) щодо яких була задекларована відповідність матеріально-технічної бази вимогам законодавства з питань охорони праці, не може бути обмежена в доступі та підлягає наданню оскільки істотна шкода, яка може бути завдана правомірним інтересам не переважає суспільний інтерес в доступі до інформації.  Інформація про найменування та місцезнаходження суб’єктів господарювання, що набули право на виконання робіт підвищеної небезпеки та/або експлуатації (застосування) машин, механізмів, устаткування підвищеної небезпеки, на підставі декларації відповідності матеріально-технічної бази вимогам законодавства з охорони праці, адреси об’єктів, де виконуються роботи або експлуатуються (застосовуються) машини, механізми, устатковання підвищеної небезпеки, посилання на скановану копію зареєстрованої декларації, на час дії воєнного стану не може бути надана та підлягає обмеженню в доступі відповідно до постанови Кабінету Міністрів України, листів Прем’єр-Міністра України, а також рекомендацій Мінцифри |